Subject: webIRB and Multi-Factor Authentication

October 24, 2017

Dear UCLA Research Community,

As you may have already heard, UCLA Logon Multi-Factor Authentication (MFA) will become mandatory on Tuesday, October 31st (however, a few UCLA Health departments are not required to enroll in campus MFA at this time). MFA is a security enhancement that requires two forms of verification when using your UCLA Logon and adds critical protection for your sign-on credentials. webIRB uses the UCLA Logon to log into the system, therefore, you will need to enable MFA in order to continue using webIRB after October 31st (unless you are in a UCLA Health department that is deferring this requirement).

UCLA Information Technology Services has created a detailed guide for enabling MFA on your UCLA Logon, which can be accessed here: How Do I Enroll in MFA?

Please contact your local IT staff or Bruin Online Help Desk if you have support questions, and visit MFA at UCLA for additional information about the campus multi-factor authentication deployment.

Sincerely,
UCLA Office of the Human Research Protection Program

Contact OHRPP
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